This is an example template for NamicSoft Portal (<https://www.namicsoft.com>).

You can edit this template by entering design mode in Microsoft Word. See <https://www.namicsoft.com/doc/enter-design-mode-microsoft-word/> for information about how to enter design mode.

We do offer a template design service where we help customers to populate data in their template. Please visit <https://www.namicsoft.com> for more information.

# Repeat information for each host

SELECT DISTINCT Ip FROM %TABLENAME% ORDER BY ipSortValue

## Host IP: Ip

Number of vulnerabilities with medium or higher severity: SELECT COUNT(\*) FROM %TABLENAME% WHERE SeverityNumber>=2

A table with all vulnerabilities detected on the host.

### Column-based-table

|  |  |  |  |
| --- | --- | --- | --- |
| Name | Port | Severity | Description |
| DummyValue | DummyValue | DummyValue | DummyValue |

SELECT PluginName, Port, Severity, Description FROM %TABLENAME% ORDER BY SeverityNumber DESC

### Multicell-based-table

|  |  |  |  |
| --- | --- | --- | --- |
| **DummyValue** | | | |
| **Severity** | DummyValue | **Plugin ID** | DummyValue |
| **Plugin output** | | | |
| DummyValue | | | |
| **Comments** | | | |
| DummyValue | | | |

SELECT DISTINCT PluginName, 'Severity', Severity, 'Plugin ID', PluginId, 'Plugin Output', PluginOutput, 'Comments', 'your comment' FROM %TABLENAME% ORDER BY SeverityNumber DESC